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Appendix 1 to Compliance Questionnaire:
Supplemental Description of Outbound Transfer of the Personal Information (China) under
“Know Your Client (KYC)” Procedure
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Details of outbound transfer of the Personal Information
by TMF China are set out as follows:

1. Purpose of processing:
AML/CFT Compliance Management, including:

- AML/CFT Client Due Diligence and On-going
Monitoring Procedure , including (1) prospective
client due diligence, identification and
acceptance (Know Your Customer (“KYC”)
process); (2) regular review and maintenance of
client records for KYC process; and (3)
suspicious transaction monitoring; and

- the respective AML/CFT Internal Monitoring and
Auditing Procedure.

2. Method of processing:
storage, use, transmission, provision and deletion of
personal information

3. Overseas Recipient:
TMF Group B.V.,, the central administration and EEA
representative of TMF Group

4. Types of the Personal Information transferred
abroad:

- family name, first name, nationality, tax
residence, private/residential address,

- phone number, e-mail address, date of birth,
marital status, profession and actual function,

- range of annual income, range of estimated
wealth, source of wealth,

- copy of passport, or other identification document
(including its number, issuance and expiry dates,
issuing authority, photo of individual),

- US Taxpayer Identification Number (TIN) (if any),

- criminal records, transaction records.

5. Types of the Sensitive Personal Information
transferred abroad:

- copy of passport, or other identification document
(including its number, issuance and expiry dates,
issuing authority, photo of individual),

- US Taxpayer Identification Number (TIN) (if any),
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- criminal records, transaction records.

6. The Overseas Recipient only provides the
Personal Information to the following third parties
outside the territory of the People's Republic of
China:

Other affiliates of TMF Group to the extent that will be
engaged in the service provided to client, therefore
obliged to conduct AML/CFT client due diligence
procedure based on applicable laws (upon the separate
authorization and consent)

7. Transfer method:
The personal data is transmitted via public Internet.

8. Storage period after being transferred abroad:
Ten (10) years from the date following the day of
termination of the business relationship or the execution
of the relevant transaction

9. Storage place after being transferred abroad:

1. Microsoft 365 (Outlook email service and Teams
service): located at Microsoft Cloud Enterprise in Ireland
and the Netherlands (provided by Microsoft B.V)

2. FenX application: located at AWS in Ireland (provided
by Fenergo Limited)

10. How to exercise your rights

You may exercise your rights and submit your request by:

1) contacting your business contact person,

2) emailing to the Group Privacy Office via

dataprotection@tmfgroup.com; or

3) using the the TMF Group Data Subject Request Form
(Privacy Web Form) in TMF website.

Should the request be justified, we will take immediate
actions to comply with the specific request, or to remedy
the compliant, as the case may be. Communication with
the you will be conducted in a concise, transparent
manner, using clear and plain language. The information
will be provided in writing without undue delay, including
electronic means, if corresponds to the communication
means used by you.
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